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Compliance and Conducting Business Activities Fairly

Compliance Standards for Directors, Officers, and Employees

1. Earn the Trust of Society
We must establish public trust through awareness of our social responsibilities and public mission, as 
well as through sound business administration founded on strong self-discipline.

2. Offer Quality Financial Products and Services
We must carry out all the functions of a trust bank group and endeavor to provide clients with quality 
financial products and services.

3. Be Firm against Antisocial Forces We must be firm against antisocial forces.

4. �Prevent Abuse of Financial Functions by 
Organized Crime

In accordance with the “Anti-Money Laundering Compliance Policy,” we must make efforts to prevent 
abuse of our financial services by taking a firm stance against money laundering and terrorist funding, 
and by strictly complying with relevant laws and regulations.

5. Ensure Management Transparency
We must strive toward appropriate and fair disclosure of how we manage our business and information 
about SuMi TRUST Holdings to ensure management transparency.

6. �Construct Sound and Normal Relationships 
with Concerned Parties

In accordance with the “Anti-Bribery and Corruption Compliance Policy,” we must strictly comply with 
applicable laws and regulations on preventing bribery and corruption as we avoid pursuing profits 
by improper means. With respect to public servants/deemed public servants, as well as shareholders 
and other concerned parties with a business interest, we shall not offer entertainment, favors, or 
the like beyond socially accepted courtesies, nor shall we accept such entertainment or favors from 
concerned parties or other third parties (unless permitted under laws, regulations, internal company 
rules, or the like).

7. Pursue Comprehensive Fairness
We shall always distinguish between business and personal matters, and in the course of business 
operations, we shall not take a position contrary to SuMi TRUST Holdings’ interests nor use one’s 
position to advance personal interests or those of a third party.

8. �Pursue Comprehensive Information 
Management

We shall not release to others any information obtained in the course of business or confidential 
matters of SuMi TRUST Holdings. We shall not, for any reason, use important unpublicized informa-
tion, SuMi TRUST Holdings’ business secrets, or the like for illicit gain, to cause harm to SuMi TRUST 
Holdings or others, or for other illegitimate purposes.

9. Recognize Duties as a Fiduciary
With regard to the trusts offered by the Group, we must recognize our obligation as a fiduciary toward 
settlors and beneficiaries, and as a fiduciary we must faithfully carry out our trust operations with the 
care of a good manager.

10. Prohibit Compensation for Losses
In the event that a client or other party suffers a loss originating from a financial product or service 
provided by the Group, losses shall not be compensated without rational grounds.

11. Improve Workplace Orderliness
We must respect individual people’s personalities and traits without discriminating in any situation. We 
must also emphasize, and constantly endeavor to sustain and improve, order in the workplace, thus 
ensuring a pleasant work environment.

12. Uphold our Fiduciary Duties
In accordance with the “Policies regarding the Fiduciary Duties of the Sumitomo Mitsui Trust Group,” 
we must endeavor to uphold our fiduciary duties.

Initiatives to Foster Compliance Awareness
With the approval of the Board of Directors, the SuMi 
TRUST Group has created a compliance manual which 
provides an explanation on the background and purpose 
of the Codes of Conduct and rules concerning laws, reg-
ulations, and other conventions to be adhered to, and 
measures to be taken in the event of any compliance 

infractions. The contents of this manual have been made 
widely known to all directors, officers, and employees 
across the Group.

Furthermore, the Group is improving training on compli-
ance throughout the entire Group to help foster an aware-
ness of compliance matters. Specifically, support is pro-
vided with trainings carried out by supervising departments 

The SuMi TRUST Group sees compliance as adhering 
to laws, regulations, market rules, and internal company 
rules, etc., in addition to conformity to social norms, so 
we can fulfill the expectations of the stakeholders (clients, 
communities and society, shareholders, and employ-
ees) and earn their trust as stated in our Management 
Principles (“Mission”). The Group positions compliance as 
one of the most important management issues necessary 
for creating “The Trust Bank (Vision)” we aspire to be.

So that the Group can implement a proper compliance 
framework at “The Trust Bank,” the Codes of Conduct 
(“Value”) declare our “strict compliance with applicable 
laws and regulations” and the Compliance Rules stipulate 

what directors, officers, and employees need to comply 
with.

In addition, the Compliance Manual, a detailed com-
panion guide to the Codes of Conduct, offers (1) explana-
tions of codes of conduct that must be followed regard-
less of one’s duties and (2) clarification on how to respond 
when one discovers illegal behavior, while the Compliance 
Handbook and Company Rules provide specifics of the 
understanding and awareness directors, officers, and 
employees need to have according to their duty. We thus 
implement compliance by following these codes of con-
duct strictly in our daily business operations.

1. Basic Initiative Policy
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Compliance System of the Group
With the approval from the Board of Directors, the Group 
formulates a compliance program consisting of a detailed 
implementation plan for compliance each fiscal year, and 
the Board of Directors regularly monitors and evaluates 
the program’s progress.

Furthermore, in order to maintain an appropriate com-
pliance framework in line with the business characteris-
tics of each Group company, we manage the compliance 
framework for the entire Group, such as by formulating 
compliance programs for each company and providing 
guidance and oversight on the state of progress and 
achievement of these programs.

Group companies create compliance structures that 

are suited to their operations and founded on the com-
pliance policy and other guidelines prescribed by SuMi 
TRUST Holdings.

For example, the supervising unit for compliance at 
core subsidiary SuMi TRUST Bank is the Compliance 
Department. In accordance with SuMi TRUST Holdings’ 
compliance policy, SuMi TRUST Bank formulates its own 
compliance policy and a Compliance Program, while also 
monitoring the state of management and administration. 
In addition, the state of management and administration 
and other states are reported to the Executive Committee 
and the Board of Directors upon verification by the 
Compliance Committee, which is chaired by the officer in 
charge of the Compliance Department.

SuMi TRUST Holdings

Core Subsidiary (SuMi TRUST Bank) Core Subsidiary (Sumitomo Mitsui Trust Asset Management)

Board of Directors

 Officer in charge of
Compliance Department

Compliance Department
Corporate Mgt./

Investment and Loan Mgt.

Board of Directors

Executive Committee

Officer in charge of
Compliance Department

Compliance Department

Departments

Domestic base
compliance officer

Business department
compliance officer

Overseas base
compliance officer

Business Risk Management
Committee

Conflicts of Interest Management
Enhancement Committee

Executive Committee

Officer in charge of Compliance Department

Compliance Department

Board of Directors

Risk Committee Conflicts of Interest Committee

Internal A
ud
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ep

artm
ent

Internal A
ud
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ep
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O
ther G
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Internal A
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ent

Supervisory
Body

Executive
Body

Supervisory/
executive body

Risk
Management-

related
Department, etc.

Department

SuMi TRUST Bank subsidiaries

Executive Committee

Compliance Committee

Conflicts of Interest Management
Enhancement Committee

Retail
Total Solution

Services
Business

Wholesale
Total Solution

Services
Business

Wholesale
Business

Stock Transfer
Agency
Services
Business

Real
Estate

Business

Fiduciary
Services
Business

Global
Markets
Business

responsible for compliance at each Group company, such 
as by providing training materials, dispatching instructors, 
and planning and implementing discussion-based study 
sessions on themes that span the whole Group.

In addition to the above, efforts are being made at each 
Group company to raise awareness and ensure thorough 
implementation of compliance matters through training 
and study sessions tailored to the characteristics of busi-
ness and products at each company and the aspects of 
their clients, as well as through e-learning programs on 

specific themes and guidance on a daily basis.
Furthermore, in order to accurately ascertain how mat-

ters of compliance are being understood, the Group con-
ducts an annual survey on compliance awareness each 
fiscal year at major subsidiaries and elsewhere, in an effort 
to understand the actual situation and improve any issues. 
The survey is an attempt to understand the situation of the 
entire Group by, for example, setting common questions 
in order to grasp Group-wide issues and to implement any 
effective measures.

2. Outline of Initiatives
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Compliance Hotline System
In order to promptly and appropriately respond to any 
serious violation of laws/regulations and internal rules or 
to acts that likely constitute such violation, SuMi TRUST 
Group has established a compliance hotline system* 
where all officers and employees, etc. (including part-
time employees, dispatched employees, retired employ-
ees, and officers and employees, etc. of partner business 
operators, etc.) can directly report to the Compliance 
Department or external law firms, in addition to the regu-
lar reporting channels. This hotline system enforces rigor-
ous control of information and protection of whistleblower 
privacy to ensure their protection, and prohibits adverse 
treatment of whistleblowers who utilize the system appro-
priately and those who cooperate with the investigation. 
In addition, in order to ensure unified management of the 
Group, SuMi TRUST Holdings has its subsidiaries estab-
lish systems equivalent to this system (as necessary). The 
reported information is consolidated at SuMi TRUST 
Holdings, so that the Company can utilize this information 
to enhance its compliance system going forward.

Furthermore, in order to promote the appropriate use 
of the system, SuMi TRUST Bank, one of the major sub-
sidiaries, has taken the lead in establishing and provid-
ing Q&As and training tools for employees and others. 
Compliance awareness surveys are also implemented at 
major subsidiaries, etc. in order to gauge their level of 
awareness. Starting last fiscal year, to improve the acces-
sibility of the hotline system, the company expanded the 
reporting channels available, introducing options such 
as telephone reporting to external law firms, as well as a 
24-hour online reporting system that enables anonymous 
and safe communication at SuMi TRUST Bank.

The approach taken for the compliance hotline sys-
tem is also taken for the accounting hotline system for 
the reporting of the Group’s inappropriate accounting, 
etc. SuMi TRUST Holdings conducts activities to raise the 
awareness of subsidiaries, etc. as well as discloses the 
contact points for whistleblowers on its website.
(See our website for more information: 
https://www.smth.jp/en/about_us/management/compliance/index.html)

*For overseas offices, a reporting system in the local language is available.

Response at the Time of Compliance Violations
To effect an appropriate response when compliance viola-
tions by directors, officers, or employees are discovered, 
the Group clarifies “How to Respond to the Discovery of 
Illegal Behavior” in the Compliance Manual, a detailed 
companion guide to the Codes of Conduct, and obli-
gates directors, officers, and employees to report to the 
Compliance Department through higher-ups. When the 
Compliance Department receives a report from a depart-
ment committing a compliance violation, the Compliance 
Department will conduct an investigation with the report-

ing department, coordinate with clients to reach a solu-
tion, submit reports in-house and to the authorities, 
determine whether a public announcement is necessary, 
and otherwise provide guidance and advice on executing 
the required response in order to settle the issue. Along 
with verifying the appropriateness of measures to prevent 
recurrence by the violating department and its supervis-
ing unit, the Compliance Department will improve the 
report and control framework to deter/curtail accidents 
and to raise the quality of work.

The Roles of the Board of Directors, Executive Committee, and Compliance Department Officers

Board of Directors
• Establish the Group’s compliance framework, supervise execution
• Set policy and organizational structure pertaining to compliance
• Prepare the compliance manual, assess preparation, progress, etc. of the compliance program

Executive Committee

• �In advance examine Board of Directors decisions and reports (decisions on compliance matters and matters on 
constructing frameworks for supervisory departments)

• Matters concerning the approval and publicity of rules and regulations
• Analyze the state of compliance, look into problems

Directors/Executive Officers
• �Execute compliance-focused management while keeping in mind important points such as compliance’s importance 

and laws and regulations pertaining to assigned duties

Compliance Department Officers
• �Review policies and concrete measures that establish and entrench a proper compliance framework based on an 

accurate understanding on the state of compliance in the Group

Compliance Department

• Generally supervise compliance in the Group
• �Prepare required rules for our compliance framework, implement action and guidance, address issues, augment the 

training system
• �With regard to the compliance program, formulate plans and manage progress, etc., provide guidance by monitor-

ing the state of administration
• Bring up and report to the Board of Directors, the Executive Committee, etc. on compliance matters

Compliance and Conducting Business Activities Fairly
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Major Compliance Risks

• Leakage of customer information

• Inappropriate acquisition and use of personal information

• Lack of credibility in products and services offered

• Violation of the principle of suitability

• Inadequate explanations to customers

• Insincere responses to customer consultations  
and complaints

• Relationships with customers that lack moderation

• Transactions with conflicts of interests

• Inappropriate accounting treatment

• Disregard for information disclosure

• Illegal payoffs

• Inhibiting free and fair competition

• Insider trading and other forms of unfair trading

• Violation of Foreign Exchange and Foreign Trade Act

• Infringement of intellectual property rights

• Opaque relationships with government authorities

• Dealings with antisocial forces

• Money laundering

• Financing of terrorism

3. Response to Major Compliance Risks

Prevention of Money Laundering*1

With the approval of the Board of Directors, the Group 
has published its Anti-Money Laundering Compliance 
Policy, making clear its resoluteness in standing up to 
money laundering.

In order to prevent abuse of financial services through-
out the entire Group including at its overseas offices, the 
Company has established its global guidelines on AML/
CFT*2 as guidance across the Group for establishing a pre-
ventive framework. The Company oversees the Group’s 
anti-money laundering framework and provides guidance 
on improvements towards any issues through regular risk 
assessments of the anti-money laundering framework at 
each Group company and by checking the implementa-
tion status of risk mitigation measures. 

Each Group company implements risk mitigation mea-
sures for those identified risks. Specifically, in addition 
to checks based on laws and regulations at the time of 
opening an account or accepting remittances (Act on 
Prevention of Transfer of Criminal Proceeds, Foreign 
Exchange and Foreign Trade Act, etc.), rigorous screen-
ing is carried out including the hearings on aspects of 
the client and the purpose and details of the transaction. 
Additional hearings are also implemented depending on 
the degree of risk associated with money laundering.

Moreover, even after the start of a transaction, the 
system monitors whether there has been any unlawful 

account activity, etc., and in the event that any transac-
tion is suspected to be related to money laundering or 
the financing of terrorism, such activity will be properly 
reported to authorities in accordance with the reporting 
standards and procedures set forth in the internal reg-
ulations, with reference to the Suspicious Transaction 
Reference Cases published by the competent authorities. 
Should the use of financial services for fraudulent pur-
poses become apparent, measures are taken, such as by 
promptly restricting transactions as necessary, to prevent 
further abuse of financial services.

Furthermore, in order to enhance the above frame-
work, the Group provides support through in-house train-
ing on the prevention of money laundering, etc. in line 
with the business characteristics of each Group company 
and provides training materials and advice on obtaining 
professional qualifications, etc. By doing so, efforts are 
being made to improve the preventive framework against 
money laundering and other crime activities throughout 
the Group.
*1 �Money Laundering is the act of hiding a source of money obtained illegally (for 

example, through the sale of illegal drugs) by routing it through multiple bank 
accounts or financial instruments in order to make it appear as if the money had 
been obtained through legitimate means. Financing of terrorism refers to providing 
terrorists with the necessary funds to perform terrorist acts, such as bombings and 
hijacking. The Group terms the prevention of our financial services from being used 
for financial crime activities, such as money laundering and the financing of terror-
ism, as anti-money laundering measures.

*2 AML: Anti-Money Laundering, CFT: Combating the Financing of Terrorism
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Response to Antisocial Forces*
In order to realize the Group’s Management Principles and 
Ideal Model of “The Trust Bank,” the Group has declared 
its resolute stance against antisocial forces in its Codes 
of Conduct (“Value”), taking initiatives to prevent transac-
tions with antisocial forces.

Specifically, in addition to incorporating a clause to 
exclude the involvement of organized crime group in 
various products and services as a check against antiso-
cial forces and as a contractual justification to cancel any 
transactions if they are determined to be antisocial forces 
after the start of any transaction, a framework has been 
established to prevent transactions with antisocial forces 
by checking with a database operated by the National 
Police Agency, via the Deposit Insurance Corporation of 
Japan, mainly for new loans for individual clients. In addi-
tion, we have a framework in place to check whether the 
counterparty to a transaction is an antisocial force after 
the commencement of the transaction. In cases where the 
counterparty is found to be an antisocial force, we have 
established a framework that allows us to take measures 
in close coordination with external specialist organiza-
tions, such as the police, for the eventual cancellation of 
the transaction.

Additionally, training for the prevention of transactions 
with antisocial forces is provided to directors, executive 
officers, and employees once every fiscal year to improve 
awareness of preventing such transactions.
*�Antisocial forces refer not only to organized crime groups and their members, but 
also to individuals and companies related to these groups that threaten the order and 
security of civil life.

Prevention of Insider Trading
In order to prevent insider trading, the Group strictly man-
ages and stipulates the reporting obligations, delivery 
and management practices for insider information that 
may be obtained during the execution of working duties 
in its Rules on Insider Information Management.

In 2018, the asset management function of SuMi TRUST 

Bank was integrated into Sumitomo Mitsui Trust Asset 
Management Co., Ltd. (SMTAM) to strengthen the asset 
management business, which is positioned as the Group’s 
growth business, thereby establishing a strict information 
blocking system with other Group companies.

As well as having particularly strict controls and infor-
mation blocking to prevent insider information from being 
leaked to departments that handle investments (asset 
management), SMTAM has established its Guidelines on 
Contact, etc. with Securities Companies, etc. prohibiting 
improper contact between our employees in charge of 
investing and sales persons at securities companies.

In addition, the Group has established a training frame-
work for preventing insider trading in a way that is tailored 
to each company’s situation. For example, our core sub-
sidiary SuMi TRUST Bank conducted two rounds of train-
ing for all employees (in addition to four rounds a year for 
Fiduciary Services Business), while all directors, officers, 
and employees submit a vow twice a year (four times a 
year in the Fiduciary Services Business) that includes a 
pledge to comply with internal company rules on prevent-
ing insider trading.

*�Details of the violation of insider trading regulations that occurred in 2012 are 
described in the 2012 CSR Report.

  URL: https://www.smth.jp/en/csr/report/2012/2012e_04.pdf

Progress in the implementation of the measures to  
prevent recurrences of insider trading

We have implemented all the measures to prevent recur-
rence of insider trading that were announced by the 
SuMi TRUST Group in March and June 2012.

In addition, while investment services at SuMi TRUST 
Bank were integrated with Sumitomo Mitsui Trust Asset 
Management on October 1, 2018, SuMi TRUST Bank is 
still working to prevent recurrent insider trading as SuMi 
TRUST Holdings continues to take a lead in conducting 
regular monitoring of how the preventive measures are 
being implemented and entrenched.

Compliance and Conducting Business Activities Fairly

Anti-Money Laundering Compliance Policy

1. Organizational structure
The SuMi TRUST Group has established and developed a 
comprehensive organizational structure and its Anti-Money 
Laundering Compliance Program for preventing money laun-
dering and terrorist financing.

2. Management commitment
Top-level executives are assigned to be in charge of overseeing 
the Anti-Money Laundering Compliance Program.

3. Assessing money laundering risk
The SuMi TRUST Group conducts a periodic money laundering 
risk assessment, and based on it, implements and enforces its 
Anti-Money Laundering Compliance Program.

4. Customer Due Diligence
The SuMi TRUST Group has established and maintains risk-
based customer due diligence, identification, verification and 
know your customer (KYC) procedures.

5. Sanctions list screening
The SuMi TRUST Group fully complies with applicable sanctions 
laws and regulations in every jurisdiction in which it operates, 
including filtering customers and other persons.

6. Suspicious activity monitoring and reporting
The SuMi TRUST Group conducts transaction monitoring on 
an ongoing basis to detect and report suspicious transactions 
to the appropriate regulatory body.

7. Training
All officers and employees are required to take appropriate 
training regarding anti-money laundering compliance on a 
regular basis.

8. Record keeping
The SuMi TRUST Group maintains appropriate records for the 
minimum prescribed record-keeping periods.

9. Disciplinary action
All officers and employees may be subject to disciplinary 
action, up to and including dismissal, in case of violation of 
applicable laws or internal rules.

10. Monitoring and testing
The SuMi TRUST Group regularly conducts monitoring and 
testing including internal audits for compliance with the Anti-
Money Laundering Compliance Program through a risk-based 
approach.



S
u

m
ito

m
o

 M
itsu

i Tru
st H

o
ld

in
g

s, In
c.

S
u

sta
in

a
b

ility R
e

p
o

rt 2
0

2
0

/2
0

2
1

031

Principles of Governance

Planet

People

Prosperity

Example Initiatives in Anti-Bribery and Corruption Programs

Prior authorization system for entertainment, 
gift-giving, etc.

For corporate action that could lead to bribery or corruption—including of course entertainment 
and gift-giving, as well as bearing expenses, making donations, or providing aid—we manage this 
action to require prior authorization, even if the said action is permitted under relevant laws, regu-
lations or other rules

Centralized Hiring and Trainee Acceptance
To prevent illegitimate provision of benefits through hiring or trainee acceptance, we have built 
mechanisms that are centrally managed by HR departments

Obligatory due diligence before concluding 
certain contracts, training for directors, officers, 
and employees

To address the risk of funds being provided through consultants or other third parties, due diligence 
on the said third parties is obligatory before concluding certain kinds of contracts

Monitoring and testing (including internal audits) Periodic monitoring and testing verify the state of implementation on an individual basis

Initiatives to Prevent Bribery and Corruption*
In order to prevent the exchange of entertainment and 
gifts in violation of laws, regulations, social practices, 
and customs, the Group has published its Anti-Bribery 
and Corruption Compliance Policy with the approval of 
the Board of Directors, and is implementing a program 
against bribery and corruption under the supervision of 
the management team. The program is reviewed and 
improved through regular risk assessments on bribery and 
corruption, and at overseas offices where bribery and cor-
ruption risks are particularly high, the Group is working to 
improve its system for preventing bribery and corruption, 
such as by building close coordination with local legal 
offices to allow for swift and proper responses.

In addition, to make sure we abide by anti-bribery ini-
tiatives, the Group periodically conducts monitoring to 

confirm the state of implementation, and every fiscal year 
conducts training for directors, officers, and employees. 
These training sessions are aimed at raising awareness of 
the Group’s stance on bribery and corruption, the neces-
sary pre-approval procedures such as the absence of con-
flicts of interest with counterparties (e.g., licensing, sub-
sidies, contracts), and acceptable guidelines (e.g., when 
dealing with public officials who are not stakeholders of 
the Company). Additionally, departments that are more 
likely to face bribery risks, such as business management, 
wholesale, and investment and loan-related departments, 
are required to undergo additional specialized training 
and submit a pledge of compliance.
*�The Group defines bribery and corruption as the act of offering, promising, or pro-
viding entertainment, gifts of money or goods, or other benefits with the intent to 
improperly influence the counterparty, and the act of receiving or requesting goods or 
services with the intent to improperly benefit the provider.

Anti-Bribery and Corruption Compliance Policy

1. Management commitment
Top-level executives are assigned to be in charge of overseeing 
the Anti-Bribery and Corruption Compliance Program.

2. Assessing bribery and corruption risk
The SuMi TRUST Group conducts a periodic bribery and corrup-
tion risk assessment, and based on it, implements and enforces 
the Anti-Bribery and Corruption Compliance Program.

3. Pre-approval before providing entertainment and gift
All officers and employees are required to obtain pre-approval 
before providing any form of facilities such as entertainment, 
gift, or donation to any governmental official or any related per-
sons even where it is specifically permitted by law or regulation.

4. Conducting an appropriate due diligence
When establishing a relationship with a new third party, includ-
ing an agent or consultant, or merger and acquisition targets, 
the SuMi TRUST Group conducts a due diligence regarding 
bribery and corruption risk through a risk-based approach.

5. Overseeing employment and trainee acceptance
The SuMi TRUST Group assesses the appropriateness of hiring 
employees and accepting trainees to avoid even the appear-
ance of unlawfully offering a benefit to any governmental official 
or any related persons.

6. Training
All officers and employees are required to take appropriate 
training regarding anti-bribery and corruption compliance on 
a regular basis.

7. Whistle-blowing system
If a violation related to bribery or corruption is detected, all 
officers and employees can use a whistle-blowing system with 
a prohibition against any retaliation of anyone who makes a 
report in good faith.

8. Disciplinary action
All officers and employees may be subject to disciplinary action, 
up to and including dismissal, in case of violation of applicable 
laws or internal rules.

9. Monitoring and testing
The SuMi TRUST Group regularly conducts monitoring and 
testing including internal audits for compliance with the Anti-
Bribery and Corruption Compliance Program through a risk-
based approach.
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Tax Compliance Policy

Tax Law Compliance
We comply with rules regarding taxes such as national tax laws, directives and tax treaties and properly fulfill our tax obligations.

Response to Tax-related Risks
The Group recognizes risks relating to taxes as an important issue from a management viewpoint. In a context where we balance the 
interests of various stakeholders such as clients, investors, national governments and local communities from an overall perspective, we 
appropriately manage tax-related risks and conduct our corporate activities.

Relationship with the Tax Authority
We build a relationship of trust with the tax authority by enhancing transparency through information disclosure and other means.

The Group documents transactions that comply with the principle of arms’ length transactions between independent companies for 
transactions that cross borders but are between Group companies. We have put into place systems we can explain to the tax authority 
of each country where we operate.

Compliance and Conducting Business Activities Fairly

Prevention of “Dango” Bid-Rigging and Cartels
To comply with the Antimonopoly Act, the Group has insti-
tuted the Company Code of Conduct for the Antimonopoly 
Act in the compliance manual. This code of conduct 
spreads awareness among directors, officers, and employ-
ees by providing them with comprehensible and relatable 
content, which includes specific examples using problems 
that could occur in the course of business at the Group.

Furthermore, at group companies we have created rules 
for checking up on prohibited concerted action, abuse of 
one’s dominant position, false or exaggerated advertising 
and the like as a means of strict management to remain 
compliant with the Antimonopoly Act.

Protection of Intellectual Property Rights
The Group’s compliance manual contains a policy on 
respecting intellectual property rights. Directors, officers, 
and employees are strictly prohibited from engaging in 
the unauthorized duplication or use of other people’s 
copyrighted materials or the like. To further properly 
defend intellectual property rights, the Group writes inter-
nal rules for the proper use of such rights belonging to 
group companies.

Management of Conformity with Legal Revisions
To respond appropriately to legal revisions or the like, 
the administrative departments of core subsidiary SuMi 
TRUST Bank lead the collection of information on these 
revisions, and the Compliance Department plays a central 
management role while building a framework for instruct-
ing affected departments on their response. For group 

companies other than SuMi TRUST Bank, SuMi TRUST 
Holdings shares information it collects on revised laws and 
regulations so that each company can also respond, thus 
enabling a proper response to these revisions throughout 
the Group.

The SuMi TRUST Group’s Basic Policies on  
Tax Compliance
The Group recognizes that properly fulfilling tax obliga-
tions is an important social responsibility.

The Group has established the basic policy on tax 
compliance by resolution of the Executive Committee in 
order to raise the tax awareness of the Group’s officers 
and employees, appropriately manage taxation, and con-
duct corporate activities while balancing the interests of 
all stakeholders, including clients, investors, national gov-
ernments, and local communities.

Based on this policy, we comply with the tax laws, 
notices and guidelines of each country, tax treaties, OECD 
transfer pricing guidelines, BEPS*1 action plan, etc., and 
strive to pay appropriate taxes and prevent tax avoidance 
activities in violation of these laws*2.

Under the direction of the Chief Financial Officer, who 
is responsible for taxation, the Group’s tax team and 
the management of the Group’s domestic and overseas 
offices work together to carry out tax-related work in line 
with this basic policy.

In addition, highly important matters are reported to 
and resolved by the Board of Directors.
*1 BEPS: Base Erosion and Profit Shifting
*2 �UK tax strategy 

https://www.smth.jp/about_us/management/compliance/pdf/UK_Tax_strategy.pdf




